3GPP TSG SA WG3 (Security) Meeting #86
S3-170268
6-10 February 2017, Sophia Antipolis (France)
revision of S3-17xabc
Source:
Nokia, Ericsson
Title:
pCR on question 5 for key issue 2.1 Authentication Framework 
Document for:
Approval 
Agenda Item:
8.4.2
Work Item / Release:
FS_NSA
Abstract of the contribution:

The way forward with the authentication framework was discussed at SA3 conf call#11. This pCR proposes a question for agreement. 

1. Introduction

The key issue description introduces support for an optional-to-use secondary authentication. This question is about the kind of methods for secondary authentication, for which the 3GPP network shall provide support. Earlier generations of mobile networks provided support only for CHAP or PAP. These methods seem a little old fashioned. Should support for general EAP methods be required? 
(Remember that the EAP method itself would remain transparent to the 3GPP network.) 
2. pCR

All text here is new, hence no revision marks are used.

----------------------- start of pCR to TR 33.899, v060 -----------------------

X.2.1 Questions and Agreements for Key Issue #2.1 Authentication Framework

X.2.1.0 Questions in other clauses affecting this key issue

tba
X.2.1.5 Support for secondary authentication
X.2.1.5.1 Description of Question

Question: Which methods shall be supported for secondary authentication? In particular, shall support for general EAP methods for secondary authentication be provided in a way completely transparent to the 3GPP network?
NOTE: Earlier generations of mobile networks provided support only for CHAP or PAP.

X.2.1.5.2 Agreement

tba
----------------------- end of pCR to TR 33.899, v060 -----------------------

